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July 5, 2017 
 

Re: gSOAP Buffer Overflow Vulnerability. No effect on i3 customers. 
 
 
 
To all of our customers and partners; 

 

 

On June 21, 2017, Genevia, the company in charge of maintaining gSOAP, released a security advisory and an 

update to resolve a known buffer overflow vulnerability. This vulnerability can, in some applications, result in a 

malicious attack on the affected device and can cause a system crash. 

You can read Genevia security advisory here: https://www.genivia.com/advisory.html 

 

 
Effect on i3 customers 
 

None of the i3 software or hardware products are affected by this vulnerability. No action is required by i3 

product users. 

 

What is gSOAP? 
 

gSOAP is a C and C++ software development toolkit. It is used in firmware development for embedded systems, 

mobile devices, telecommunications, routers, online games, Web TV, banking systems, auction systems, news 

outlets, network management systems, grid and cloud computing platforms, and security software. 

 
 
 
Please contact technical support if you have any questions or issues. 
Email: support@i3international.com 
Tel.: 1.877.877.7241 
Live Chat: http://i3chat.i3international.com/chat 
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